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Abstract

Decentralized probabilistic reasoning, constraint reasoning, and decision theoretic reasoning are
some essential tasks of cooperative multiagent systems. Several frameworks for these tasks organize
agents into a junction tree (JT). We show that existing techniques for JT existence recognition and con-
struction leak information on private variables, shared variables, agent identities and adjacency, that can
potentially be protected. We present a scheme to quantify these privacy losses. We develop two novel
algorithms for JT existence recognition and for JT construction when existing, that provide strong guar-
antee of agent privacy. Our experimental comparison shows that the proposed algorithms out-perform
existing techniques, one of them having the lowest privacy loss and the other having no privacy loss,
while being more efficient than most alternatives.

1 Introduction

Decentralized probabilistic reasoning, constraint reasoning, and decision theoretic reasoning (referred to
as decision making below) are some essential tasks of cooperative multiagent systems (MAS). For sim-
plicity, we refer to these tasks aference A number of alternative frameworks have been proposed for
multiagent probabilistic reasoning [VKV02, Xia02], multiagent constraint reasoning [MB04, MSTYO05,
PFO05, SF05, ZJSF08, VRAC10, BM10, XMZ14], and multiagent decision making [GD01, KMO01,
XH11]. Some frameworks do not assume a specific agent organizational structure [VKV02, KMO1].
Some assume a total order among agents [MB04]. Some use a pseudotree organization [MSTY05, PFO5,
MSY08]. Some depend on a junction tree (JT) organization [VRAC10, BM10, Xia02, XMZ14, XH11].

A cluster in the JT may not have an internal structure [VRAC10, BM10] or each cluster may itself be or-
ganized into a local JT [Xia02, XMZ14, XH11], in which case the JT organization is caliggertree

In this paper, we refer to JT organization and hypertree interchangeably. Hypertree is used to emphasize
that clusters of the JT may be internally structured. JT is used when the topological nature (running
intersection, defined below) of the organization is emphasized.

An effective agent organization not only needs to support inference but also agent privacy [SR04,
SAZBO05, SFP06, MPB06, GPBTO06, FLP08, DMS08]. JT is one such organization. We show that
a hypertree not only enables sound and efficient inference, but also has the potential for certain types
of agent privacy. However, the potential does not ensure its delivery. We show that existing hypertree-
based frameworks leak information on private variables, on shared variables, and on agent identities and
adjacency, that can potentially be protected. Such compromise of privacy may limit adoption of these
frameworks.

Consider trouble-shooting a complex piece of equipment (e.g., a chemical fertilizer plant) by an
MAS, a task of multiagent probabilistic reasoning. The equipment consists of multiple components
supplied by independent venders, who also supply computational agents each monitoring and trouble-
shooting a component by cooperating with other agents. The agents can form a multiply sectioned
Bayesian network (MSBN) [Xia02], where the core knowledge of each agent is encoded as a Bayesian
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subnet [Pea88] over many variables. Variables (nodes) in a subnet represent states of various devices
and sensors in the component. When two components interact (e.g. the output of one feeds into the

other), the subnets share variables that represent states of their interface. Knowledge on unique (private)
variables in each subnet is typically proprietary to the component vendor. Knowledge on shared variables

between subnets are often proprietary to the relevant component vendors. Knowledge on the identity of

an agent and its interfacing relations, which translates into knowledge on existence of certain component

and its interfacing relations, is often proprietary to the owner of the plant.

Suppose an agent honestly follows MSBN algorithms (therefore conducting trouble-shooting tasks
as specified) and log messages exchanged during operation. These messages are sent to its vendor for
purposes such as monitoring, bookkeeping, and maintenance. If these messages contain identities of
other agents in the MAS, their interfacing relations, and variables in their subnets, then a significant
amount of proprietary knowledge is leaked beyond their owners. Without strong guarantees against such
loss of privacy, the plant owner would hesitate to adopt an MSBN-based MAS, and component vendors
would hesitate to participate in such a MAS, in fear of losing their intellectual property. Similar situations
exist in collaborative industrial design on supply chain [XCDO04] and other applications.

A number of operations, including inference, are performed over the lifetime of a hypertree-based
MAS. Among them, the most critical to agent privacy is hypertree construction. We identify three types
of agent privacy that are naturally preserved during inference in such a MAS but are compromised by
existing hypertree-based MAS frameworks. We propose a new algorithm for hypertree construction, if it
exists, that significantly improves preservation of these types of privacy. We propose a second algorithm
that recognizes hypertree existence while preserving privacy. We show that it can extend to construction
as well. To the best of our knowledge, no known hypertree-based MAS frameworks provide the same
degree of agent privacy during hypertree construction as the proposed algorithms.

Hypertree construction concerns three technical issues. The first determines whether a hypertree
exists given the environment decomposition of an application. The second concerns how to construct
a hypertree when one exists. The third involves how to modify an environment decomposition that has
no hypertrees. This paper addresses the first two issues. For the third, we show that an environment
decomposition without hypertrees can be modified to have one at the cost of a limited loss of privacy.
How to make the modification while minimizing such loss is deferred to the sequel of this research.

Two fundamentally different approaches for privacy can be identified. One is to transmit private
information into the public, but make it unintelligible to unintended receivers by encryption [YSHO5,
LOF10]. The other does not transmit private information in the first place. This is the approach taken
in this work. We show that by carefully designing messages and message passing protocols, hypertree
recognition and construction can be performed without leaking the three types of private information.

We assume that all agents honestly follow intended algorithms as in the above trouble-shooting ex-
ample. This is a standard assumption in multiagent probabilistic reasoning and constraint reasoning,
and in certain cooperative decision making. This assumption is justified by the fact that deviation from
intended algorithms most likely lead to incorrect results, e.g., incorrect posterior probabilities in prob-
abilistic reasoning and infeasible solutions in constraint reasoning. An agent that fails to perform its
intended task will eventually be detected and abandoned. Hence, agents following the intended algo-
rithms should be the norm. Under the assumption, this work does not address adversarial behaviors of
agents. We present hypertree recognition and construction algorithms with strong guarantees against
leaking of three types of private information from any agent to others.

Section 2 introduces background on JT-based organization and terminology. We show how private
information is leaked by existing MAS frameworks in Section 3 and define measures to quantify such
privacy loss. Section 4 reformulates hypertree construction into alternative problems that allow develop-
ment of algorithms that fundamentally protect certain types of privacy. Section 5 presents an approach to
construct a JT as a distributed maximum spanning tree, and shows the privacy loss by related methods.
A novel algorithm DPMST is presented in Section 6 with the analysis of its soundness, complexity, and
privacy. Section 7 considers hypertree existence recognition and proves two necessary and sufficient
conditions. These conditions lead to a second algorithm HTBS for recognizing hypertree existence, that
is presented in Section 8 with the analysis of soundness, by-product, complexity, and privacy. Experi-
mental evaluations of DPMST and HTBS, as well as five alternative methods, are reported in Section 9.
Proofs of formal results are collected at the Appendix.



2 Background and Terminology

2.1 Hypertree Based Frameworks

Decentralized probabilistic reasoning, constraint reasoning, and decision making are essential inference
tasks of a MAS. We briefly overview inference frameworks that are based on hypertrees. These frame-
works decompose an application environment into overlapping subenvironments with each agent con-
trolling one. In the trouble-shooting environment, each subenvironment corresponds to an equipment
component. Multiply sectioned Bayesian networks (MSBNSs) [Xia96, Xia02] are the earliest framework
for exact multiagent probabilistic reasoning based on hypertrees. The core of each agent is a Bayesian
subnet over its subenvironment. Agents acquire local observations asynchronously. By passing two
messages over each JT link, exact posterior probabilities relative to all observations are obtained at every
agent. Typical applications include medical diagnosis [XB8], equipment trouble-shooting [Xia02],

and intelligent sensor networks [Xia08].

Multiple sectioned constraint networks (MSCNSs) [XZ07, XMZ14] solve distributed constraint satis-
faction problems with complex local problems such as university timetabling [XZ08]. The core of each
agent is a constraint subnet that encodes variables and constraints over its subenvironment. The associ-
ated inference algorithm is sound and complete. DCTE [BM10] and Action-GDL [VRAC10] conduct
distributed constraint optimization using JTs. They do not structure each subenvironment into a subnet.
A major difference of MSCN from DCTE and Action-GDL is that each hypertree node in MSCN embeds
a constraint subnet and inference is optimized within the subnet.

Collaborative decision networks (CDNSs) solve multiagent decision problems such as collaborative
design in supply chains [XCDO04] and multiagent expedition [XH11]. The core of each agentis a decision
subnet that encodes probabilistic dependency, alternative decisions, and preference relations. The opti-
mal global design (of maximum expected utility) or team movement is computed distributively. CDN is
also a hypertree-based framework for distributed constraint optimization. It differs from MSCN, DCTE
and Action-GDL in that it models uncertainty with Bayesian probabilities and models objective functions
as utility functions.

A subenvironment may be internally structured into a subnet as in MSBN, MSCN, and CDN, or
unstructured as in Action-GDL and DCTE. Frameworks assuming structured subenvironments allow
more efficient inference as subenvironments scale up. These subnets can conceptually be merged into a
single global structure, which we refer to as ttependency grapbf the MAS. In this paper, it suffices to
assume that the dependency graph is an undirected graph (see below). For frameworks over unstructured
subenvironments, we assume the existence of a subnet for each subenvironment where variables are
pairwise connected.

2.2 Terminology

LetV be a collection of environment variables whose inter-dependency is describeddpeadency
graph G= (V,E). LetA={A, ..., A;_1} be a set of agents that decompdsmto a set of overlapping

subenvironment® = {\o, ...,Vh_1}, whereu?:’ol\/i =V such that agend; controls subenvironmei.
The tuple(G, A, Q) specifies a MAS over the environmevit

If A andA; (j # i) share variables, the intersectibn=V; NV; # 0 is their border and the two
agents ardorderingor adjacent Each variable in a border issharedvariable. A variable unique to
a subenvironment is private variable. For each age#, the union of its border8{ = U ljj is its
boundary The collection of agent boundariég = {Wp, ...,W,_1} is theboundary sebf the MAS.

The environment decomposition of a MAS can be visualized byeavironment decomposition
graph, a cluster graph where each cluster is a subenvironment and each link is a border. A boundary
set can be visualized by@mmunication grapha cluster graph where each cluster is a boundary and
each link is a border. Fig. 1 illustrates a trivial MAS, whose dependency graph, environment decomposi-
tion graph, and communication graph are shown in (a), (b) and (c), respectively. The subenvironment of
Ao isVo = {a,b,u,y}, wherea andb are private variables. The border betwearandA; is 12 = {y, z}.

The boundary of\; isWy = {u,w,y, z}.
Our formulation of subenvironments differs from much of the constraint reasoning literature where
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Figure 1: (a) Dependency graph. (b) Environment decomposition graph. (¢) Communication
graph. (d) JT organization.

variables are disjointly partitioned among agents that interact through shared constraints. For the border
{y, z} betweenA; andA,, the alternative formulation may assigrto A; andz to A, with the agents
sharing a constraint ovgrandz. As previously shown [XMZ14], the two formulations are equivalent.

By sharing the constraint, both variables as well as their domains are known to both agents and are
effectively shared. One exception [SSHFO0Q] to the above does not reveal a constraint to all agents with
variables in the constraint, although the method does not provide strong guarantee for non-disclosure.

In MAS literature, the number of variables controlled by an agent varies from one (e.g., Action-GDL)
to hundreds or more. We focus on the MAS with complex local problems where each agent controls a
large number of variables. It has been suggested [YokO1] that a complex local problem can be handled
by avirtual agentthat embeds multiple single-variable baggidysical agents Under our formulation
of subenvironments, no agent is truly single-variable. We will take the virtual agent perspective when
discussing frameworks such as Action-GDL and refers to them as single-variable-per-physical-agent
nevertheless.

A JT is a cluster tree where each link between two clusters is labeled by their nonempty intersection.
The intersection of any two nonadjacent clusters is contained in every cluster on the path between the
two (running intersectiop Subenvironments (and agents) of a MAS may be organized into a JT, where
each cluster is a subenvironment and each link is a border. Fig. 1 (d) shows a JT organization.

A JT organization prescribes direct message pathways between agents. Two agents can exchange
messages whenever they are adjacent in the JT. Messages between adjacent agents during inference are
restricted to concern shared variables only and two messages along each JT link (one in each direction)
are sufficient to ensure sound inference. In multiagent probabilistic reasoning, a message encodes the
sender agent's belief over shared variables, e.g., in MSBNs [Xia96, Xia02]. In multiagent constraint
reasoning, a message encodes partial solutions over shared variables, e.g., in MSCNs [XZ07, XMZ14].
In multiagent decision making, a message is either an expected utility function over shared variables, or
a partial action profile over these variables, e.g., in CDNs [XCD04, XH11].

2.3 JTs and Pseudotrees

While JTs are commonly used in probabilistic reasoning e.g., [Jen88, Xia02] and centralized con-
straint reasoning, e.g., [Dec03], pseudotrees are commonly used in multiagent constraint reasoning,
e.g., [MSTYO05, PF05]. For convenience of a broader readership, we briefly discuss their connection.

Figure 2: (a) A dependency graph. (b) A possible pseudotree of (a). (c) An environment
decomposition graph (unrelated to (a)).
Given a dependency grafh, a pseudotred@ with the same set of nodes and links can always be

obtained. Start with any node, referred to astwt, traverseG depth first and backtrack when there is
no adjacent unvisited node. Links traversedtaee linksof T, directed away from the root, that define



parent/childrelations among nodes. Remaining links &k linksof T, also directed away from the
root, that defingpseudoparent/childelations. Fig. 2 (b) shows a possible pseudotree obtained from (a)
with the roota. An important property of a pseudotree is that nodes adjacéafall in the same branch

of T.

An environment decomposition may not have a JT as it may be impossible to connect subenviron-
ments into a tree with running intersection. Fig. 1 (b) has a JT in (d), but Fig. 2 (c) has no JT for the reason
below. Consider clustend, V,, V3, V4 and possible links among thefW, Vo), (V1,Va), (V2,Va), (Va,Va).

A JT cannot simultaneously contain all four links since a cycle is formed. If {WikV,) is absentz is
not running. 1f(V1,Vs) is absentw is not running. Similarly, running intersection cannot hold if any of
the other two links is absent. Hence, Fig. 2 (c) has no JT.

3 Privacy for Agents Organized in Hypertree

3.1 Agent Privacy

As MAS organizations, hypertrees allow sound inference with the time complexity being linear on the
number of agents [Xia02, XZ07, XMZ14, BM10, VRAC10, XH11]. As illustrated in the trouble-
shooting example, cooperation requires information exchange but should respect privacy as much as
possible. A hypertree has the potential for several types of privacy. Since messages during inference in-
volve only variables shared between adjacent agents on the hypertree, at least three types of information
need not be exchanged during inference and can potentially be kept private. We refer to them as three
types of privacy.

Privacy on private variable This means non-disclosure of the identity (label) of any private variable
and its domain (of possible values) to other agents. For instance, vasiable, in Fig. 1 should
not be revealed téy. Even if obfuscation is applied to variables and value labels, the disclosure
still prompts targeted probing.

Privacy on shared variable This requires that the identity and domain of any shared variable should
not be disclosed beyond agents that share it. For instance, vaniasiared byA; andAs, should
not be revealed téu.

Privacy on agent identity and bordering relation This requires non-disclosure of any agent’s identity
and its bordering relations to non-bordering agents. For instance, the idenfityaid its bor-
dering relation withAz should not be revealed #,. We sometime refer to bordering relations as
agent adjacency, which should not be confused with adjacency in a hypertree.

We refer to the three types collectively as agent privacy.

3.2 Privacy Loss in Hypertree Construction

A number of operations may be performed over the lifetime of a hypertree-based MAS. Among them, the
most critical to agent privacy is the hypertree construction. Once the hypertree is constructed, inference
naturally maintains privacy due to restriction on message content. It is through hypertree construction
that agent privacy is compromised in existing frameworks, as we show below.

Action-GDL It is a single-variable-per-physical-agent framework [VRAC10], and we assume that
a virtual agent embeds multiple physical-agents. For clarity, we equate nodes and variables to physical
agents and reserve the wadentfor a virtual agent. At the start, each variable in the dependency graph
knows the identity of each adjacent variable and its domain.

A pseudotree of the dependency graph is first constructed by a distributed depth-first search (DFS).
During DFS, each node only passes messages to adjacent nodes and no information on non-adjacent
nodes is contained in messages. Hence, no privacy loss occurs during the pseudotree construction.

Next, the pseudotree is converted into a JT. Each pseudotree node forms its cluster by including
(1) its own variable, (2) variables of its parent and pseudoparents, and (3) cluster variables of each child
except the child variable. When a variable is shared by two agents, it is reasonable to assume that the
corresponding pseudotree node is accessible by both agents. As the result, the JT cluster at the node is



known to both agents. If the cluster includes a variable outside the subenvironment of one agent, privacy
loss is incurred on both the identity and the domain of the variable as domain information is used by
inference operation at the cluster.

Consider applying Action-GDL to environment decomposition in Fig. 3 (a). A possible pseudotree
is shown in (b) and the resultant JT is shown in (c). Since varibldecontained in the subenvironment
of Ag, Ap has access to JT clustéo,d} at nodeb. Hence, private variabld of agentA; is leaked to
Ag. Since inference at each cluster uses the domain of each variable in the cluster, the leak includes the
variable domain. Similarlyd is also leaked t@y. Furthermoreb is a variable shared only betwedg
andA;. Through access to clustéb, c, d} at nodec, b is leaked toA;.

Figure 3: (a) Environment decomposition graph. (b) A pseudotree. (c) Resultant JT.

To summarize, Action-GDL incurs privacy loss on identity and domain for both private and shared
variables, but has no loss on agent identity and adjacency.

DCTE The JT used by DCTE [BM10] is constructed by a method [PGMO05] where each agent
controls multiple variables. Two agents can exchange messages directly even if no variable is shared
[PGMO5]. Since this leads to unnecessary additional privacy loss, we consider a revised version where
each agent only knows and sends messages to bordering agents.

First, the agents organize themselves into a spanning tree. In the process, a root is elected and a
parent is selected for each agent. Each agent initializes its choice for the root and the parent to itself
and sends the choice to bordering agents. By comparing agent IDs from messages, each agent updates
its choice and passes on until an agent with the lowest ID is elected as the root of the spanning tree and
every agent settles down on its parent in the spanning tree. Since the ID of the root choice can propagate
far beyond adjacency, it causes privacy loss on agent identity. When Agegteives fromA; on its
parent choice ofy, adjacency of\; andAy is leaked toA;.

Subsequently, each agent enlarges its subenvironment into a cluster that satisfies running intersection,
which effectively transfers the spanning tree into a JA; i adjacent té\; in the spanning treey; sends
to A; its own variables and all variables reachable in the subtree roo#gd ltA; receives two messages
that both include variablg, it addsx to its cluster to ensure running intersection.

Fig. 4 (a) shows a subenvironment decomposition and (b) is a possible spanning tree. As shown in
(c), messages during JT construction leak identities of all variables to each agent. Hence, this method
has the maximum loss on both private and shared variable. To summarize, the JT construction by DCTE
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Figure 4: (a) Environment decomposition graph. (b) A spanning tree. (c) Resultant JT.

incurs all three types of privacy loss.
Both Action-GDL and DCTE are algorithm suits for distributed constraint optimization. Due to the
focus of this work, their names in this paper refer to only the portion for hypertree construction.
COORD-Plus For MSBN, MSCN and CDN frameworks, a hypertree is constructed by a coordi-
nator agent [Xia02, XMZ14] with the access of borders between each pair of agents, plus one private
variable per agent (see Section 4.1). Assuming that the coordinator is one of the agents, it determines the



existence of a hypertree, constructs one if exists, and informs each agent about the hypertree neighbors.
We refer to this method as COORD-Plus. All agent identities and bordering relations, and identities of
all shared variables are leaked to the coordinator, but there is nothing leaked to other agents. There is no
loss on variable domain.

3.3 Quantification of Privacy Loss

We define a scheme to quantify the loss of the three types of privacy. Such quantification allows pre-
cise evaluation and comparison of privacy performance by alternative frameworks. VPS is one scheme
[MPB™06] whose quantification is based on estimates of an agent’s possible state by other agents be-
fore and after an algorithm execution. It assumes that agent identities and their state spaces are publicly
known. Although reasonable for applications such as meeting scheduling, this assumption does not hold
in our context, as can be easily seen from the trouble shooting example. In the following, we develop an
alternative scheme for quantifying the three types of privacy loss.

Let border(A;, Aj) be a function that returns 1 A bordersA; and 0 otherwise. LetnowA;, Aj) be
a function that returns 1 iy knows the identity ofA; and O otherwise. After a hypertree algorithm is
run, the differenc&now(A;, Aj) —border(A;, Aj) quantifies privacy loss on agent identity/qt Its value
is 1 (one unit of loss) i#y does not bordeA; but the identity ofA; is leaked toA;, and is O otherwise.
Thesystem privacy lo$SPL) on agent identity is

SPlyig = Z ;(knOV\(Aj,Aj) —border(A;, Aj)).
T A

The correspondinaximum system privacy lo@dSPL) is

MSPlyiq = z ;(1— border(A;, Aj)).
[INEA]

For Fig. 1 (b),MSPLyjg =2+ 1+ 2+ 2+ 3= 10. Thenormalized system privacy lof4SPL) on agent
identity is
_Yi Y j4i(know(A, Aj) —border(A, Aj))

NSPLag = SPLaia/MSPLajg = 5151 .2(1—borderA, A,)) €[0,1], 1

whereNSPL= 1 signifies the maximum loss amMiSPL= 0 signifies no loss.
For privacy loss on bordering relation, lkhowBd(A;, Aj, A) be a function that returns 1 i;

bordersA, and it is known byA;, and returns O otherwise. The system privacy loss on bordering relation
is

SPlygr = border A, A¢) x knowBdi(A;, A, Ay).
d z;ﬁ%ﬂ (A}, A) * ( s Ax)

T
The corresponding maximum loss is

MSPLygr = Z ; border(A;j, Ay).
I J#A k#FLKE]

For Fig. 1 (b),MSPLyqr = 3+2+3+3+4=15. The normalized system privacy loss on bordering
relation is

_ 2 JjAi JkrikziPorderAj, Aq +knowBd(A, Aj, Ax)
Yi Yi4 YkrikejbordenAj, A

Let private(x, A)) be a function that returns 1 if variablec V; is private toA; and 0 otherwise. Let
knowlD(A;, x) be a function that returns 1 & knows the identity o and 0 otherwise. The system
privacy loss on private variable identity is

SPLyyid = Z;‘ g private(x, Aj) * knowlD(A;, X).
1 X i

NSPLygr

€10,1). )

7



The corresponding maximum loss is
MSPLyyig = ; private(x, A;).
IZ J1#1 XG%J'

For Fig. 1 (b) MSPLyiq = 8+848+8-+8=40. The normalized system privacy loss on private variable
identity is _
YidjA Yxev; Private(x, Aj)xknowlD(A;,x)
YidjA Yxev; Private(x Aj)
Let knowDongA;, x) be a function that returns 1 & knows the domain ok and 0 otherwise. The
system privacy loss on private variable domain is

SPLydom= Z; % private(x, Aj) « knowDontA;, X).
I J#1 XEVj

NSPLyyig = €10,1]. 3

The corresponding maximum loss is identicaM&PLy,ig above. The normalized system privacy loss
on private variable domain is

YiYj4 Yxev; Private(x, Aj) xknowDonfA, x)
Yidj#i dxev; Private(x Aj)

Let sharedx, A, Aj) be a function that returns 1 ¥ €V is shared byA; andAj, and 0 otherwise.
The system privacy loss on shared variable identity is

SPlsyig = sharedx, A, A¢) * knowlD(A;, X).
’ Izjgikaé%#jxgj PAA A

NSPLygom= €10,1]. 4

The corresponding maximum loss is
MSPlgyig = ; Z sharedx, Aj, Ay).
|z JF#1 kA1LK#] xe%j

For Fig. 1 (b) MSPLg,ig =4+2+4+5+6 = 21. The normalized system privacy loss on shared variable

identity is

Yi Yj#i YkAikz] 2xev, sharedx Ay, Aq) x knowl DA, X)
Yi YA Ykikz] xev, Sharedx Ay, Ay)

The system privacy loss on shared variable domain is

SPlsgom= sharedx, A;, Ac) * knowDonfA;, X).
dom Z,;k%me% dx Aj, A + A, X)

NSPLsyig = €10,1]. (5)

The corresponding maximum loss is identicalM&PLg,;q above. The normalized system privacy loss
on shared variable domain is

Yi Yj#i dkikzj 2xev, sharedx,Aj, Aq) x knowDontA;, X)
Yi Yj#i dkikz] 2xev, sharedx Ay, A)

Note that privacy loss on variable identity and loss on variable domain are independent in general.

For instance, COORD-Plus leaks identities of shared variables to the coordinator, but the domains of

these variables are not leaked.
The problem of privacy preserving hypertree construction can be expressed with the above measures.

NSP'—sdom:

€[0,1). (6)

Problem 1 (Privacy preserving hypertree construction) Given the environment decomposition of a
MAS such that a hypertree exists, how can agents construct a hypertree, while keeping privacy loss
as small as possible as measured by Eqns. (1) through (6)?



4 Problem Reformulations

4.1 Boundary Set Based Problem Reformulation

To solve Problem 1, we reformulate it as follows. It was observed [Xia02] that private variables of

a subenvironment can be aggregated into one. Hence, after COORD-Plus constructed JT using the
aggregated subenvironments, each aggregated private variable is replaced with the original set of private
variables. The new cluster tree is a valid JT. We claim that the aggregated private variable can be avoided,
which leads to a more succinct problem context. Proposition 1 establishes that a JT-based organization
can be constructed without referencing private variables.

Proposition 1 Given V,Q, and W of a MAS, let T be a JT with boundaries in W as clusters. Let
T’ be a cluster tree with subenvironments{nas clusters, such that it is isomorphic to T with each
subenvironment mapped to the corresponding boundary in T. ThenalJT.

We refer to the JT in Proposition 1 as boundary based JBased on Proposition 1, we reformulate
Problem 1.

Problem Reformulation 1 (Boundary set based hypertree construction)Given the boundary set of
a MAS such that a boundary based JT exists, how can agents construct such a JT, while keeping the
privacy loss as small as possible as measured by Egns. (1), (2), (5), and (6)?

Eqgns. (3) and (4) are left out from the reformulation, as the loss due to private variables is guaranteed
to be zero. The reformulated context can be elaborated as follows.

o A JT exists with boundaries W as clusters.

o For every pair ofl # j, Ai andAj know each other and can pass messages if they have a border
|ij =W ﬂWj 75 0.

e For each, A knows nothing about variables in other boundaries and out&jde

To solve the reformulated Problem 1, the task of agents is to compute a boundary based JT such that
each agent knows its adjacent agents in the JT, and the process does not disclose information on agent
identity, border relation and boundary beyond the above knowledge state.

4.2 Maximum Spanning Tree Based Problem Reformulation
To solve the above problem, we explore the relation between JT and maximum spanning tree (MST).

1. Given a boundary s&Y with a JT, [etCG be the communication graph adéibe a weighted graph
isomorphic toCG. That is, for each boundakiy € W, create a nodr in W. Add a link (X, x;) to
W if there is a bordet;; betweerl\f andW,. Assign the link weight as/(x;,X;) = |lij|. Fig. 5 (a)
and (b) illustrateCG andW.

2. LetW be any MST of¥ andT be a cluster tree subgraph@f isomorphic toW'. That is,T has
the same set of clusters @S and, for each linkx;, xj) of ¥/, Wi andW; are adjacentifT. Fig. 5
(c) and (d) illustrated” andT.

Wo. Ao Cuy > , X0, Ag Wo Ao Cuy >
Wy, A . 2 x1, AL Wy, Ay
\
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Figure 5: (a) A communication graph. (b) The weighted graph isomorphic to (a). (c) A MST
of (b). (d) The cluster tree subgraph of (a) isomorphic to (c).



Proposition 2 asserts the natureloflt is based on a well-known result, e.g., [Jen88, Xia02], phrased
in the current context. It follows from Proposition 2 that Fig. 5 (d) is a JT that solves the reformulated
Problem 1.

Proposition 2 The cluster tree T is a JT, iff a boundary based JT exists.

In the above process, the communication gré@and weighted grapW can both be specified from
local information oW at each agent. Once the MSH is obtained, the cluster trée can be specified
from local information o’ andW. Hence, there is no disclosure of privacy in these steps. The critical
step is constructing MSW from W. This leads to another equivalent reformulation of Problem 1, based
on Proposition 2.

Problem Reformulation 2 (MST based hypertree construction) Given the boundary set of a MAS
such that a boundary based JT exists, Yéthe a weighted graph isomorphic to the communication
graph. How can agents construct a MST fré#) while keeping privacy loss as small as possible as
measured by Egns. (1) and (2)?

Egns. (5) and (6) are left out from the reformulation, as only a count of shared variables between
bordering agents is used, with their identities and domains excluded. The context of the reformulated
problem can be elaborated as follows.

e Agents are one-to-one mapped to nodes in the weighted dPaptence, agent identity and node
identity are interchangeable below, and so are agent bordering relation and node adjacency.

o For every pair of # j, At andA; know each other and the weightx;, xj), and can pass messages,
if they are adjacent it¥.

To solve the reformulated problem, the task of agents is to compute a MST such that each node
knows adjacent nodes in the MST, and the process minimizes disclosure of node identity and adjacency.

5 Distributed MST Construction

5.1 Work Related to Distributed MST Construction

Before presenting our distributed MST algorithm, we review the relevant literature. Among them, we
refer to the pioneering work [GHS83] as GHS and describe it in details. Since algorithms for minimum
or maximum spanning trees differ only in the comparison operaittin {fersusMax), we refer to both

as the MST.

GHS The method is based on the notion of MST fragments, each initially made of a single node.
Smaller fragments are combined into larger ones concurrently based on a level control until a single
fragment (the MST) is left. It has a time complexi®(n log ). Each fragment of more than one node
is identified by the weight of a core link. This fragment identity is propagated to all nodes of the fragment
to coordinate growth. To ensure unique fragment identities, GHS assumes distinct link weights, which
generally does not hold. To accommodate nondistinct weights, the weight of each link is appended with
identities of its end nodes. Hence, a fragment identity contains node identity and adjacency.

To summarize, when GHS is applied to MST based hypertree construction, each node corresponds
to an agent. Hence, it incurs privacy loss on agent identity and adjacency through the propagation of
fragment identities. Due to the problem reformation, there is no loss on private and shared variables.

Other methods Awerbuch [Awe87] proposed a three-stage algorithm, which was later improved
[FM95], with time complexityO(n). It starts with a counting stage to get Then GHS is run to grow
each fragment to af(n /log n) size. A variant of GHS follows, with a more accurate level updating
to speed up computation. Non-distinct link weights are handled using the same technique as GHS and
hence the method suffers the same privacy loss.

An improved algorithm [GKP98] is proposed with time complex@®d + n%*3logx n), where
d is the diameter (maximum length of a simple path) of the weighted graph. It first uses a variant of
GHS to produce multiple fragments of small diameters and then combines them into a MST by a rooted
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operation. Its limitation on privacy is identical to GHS. Another algorithm [KP98] consists of two parts.
In the first part, a,/n-dominating seD of size at most,/i] is computed as well as a partition of the
weighted graph into fragments, one per nod®inThe second part combines the fragments into a MST
by the rooted operation above [GKP98]. Since the first part employs a simplified GHS, its limitation on
privacy is identical.

One algorithm [KP08] computes an approximate MST. Due to the necessary and sufficient relation
between JT and MST (Proposition 2), an approximate MST cannot yield a JT. Hence, the method is not
applicable to the reformulated Problem 1. Another algorithm [NCKB12] computes a set of MSTs, one
for each component of a disconnected graph. As a parallel algorithm, access of the entire graph by each
processor is assumed. Hence it is applicable only when privacy is not a concern.

In summary, applicable existing methods of distributed MSTSs all incur privacy loss on agent identity
and adjacency when applied to MST based hypertree construction. In Section 6, we piesESIT as a
solution to Problem 1 that incurs no loss on agent identity and significantly less loss than GHS on agent
adjacency.

5.2 Distributed MST for Privacy on Agent Identity and Bordering Relation

We introduce the main idea &PMST here and specify it formally in Section 6. For improved privacy,
we take a different direction from GHS and its extensions [Awe87, FM95, GKP98, KP98]. Rather than
growing multiple fragments simultaneously, we extend Prim’s algorithm [Pri57] distributively and grow
a MST through a rooted control. As the resli®MST does not assume distinct link weights and needs
not append node identities to link weights.

Precisely stated, the task is as follows. Given a distributed representation of a connected, weighted
graphW¥ of n nodes, construct a MS®’ by distributed computation. For adjacent nodesndx, the
weight of link (v,x) is w(v,x). Each node initially knows each adjacent nodeighbo) and their link
weight. It knows nothing about other nodes and links between them.

DPMST initializesW with a node inW, referred to as theoot, and builds¥’ up as alirectedsingle-
rooted tree im — 1 rounds. Aroutgoinglink of W' is a link of W with only one end i’. In each round,

a best outgoing linKp, ¢) (with a maximum weight) is selected, whepds in W, and bothc and(p, c)
are added t&V’. We refer top as thetree-parentof ¢ andc as atree-childof p. For any node i, we
refer to its tree-parent or a tree-child astitse-neighbor Each noder maintains the following data.

1. The state of is indicated by a variablstatec {OUT,IN,DONE}. OUT means that is not in
Y, IN means that is in W', andDON E means thav is terminated (halted).

2. The state of each neighbois maintained by a variablebstatéx) € {OUT, IN,DONE}.

3. A pointertree-parentpoints to the parent of in W',

4. Aweight tableis maintained aftev is added td¥’. Each row is indexed by a neighbwof v, that
either corresponds to an outgoing link Xifs not inW’), or leads to an outgoing link (i is in 4').
A weight denoted byv(x) is stored at each row. ¥is not inW', w(x) = w(v,x). Otherwisew(x)
is the weight of the best outgoing link througlin W'

During execution, four types of messages are passed.

Notify A MST tree-leaf notifies a neighbor that the latter is added to the current MST.
AnnounceThe sender announces to each neighbor that the former is in the MST.
Expand The sender instructs a tree-child to expand the current MST by adding a new node.
Report The sender reports to its tree-parent either the best outgoing wéigihy ¢r termination.
These messages carry no information on node identity or adjacency. We make the standard as-
sumptions on message transmission: (1) Transmission of each message takes at most one time unit; (2)

Messages are received in order of sending; (3) Local computation time at each node can be ignored. The
example below illustrates ho@PMST uses the above messages. It is formally specified in Section 6.
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Figure 6: lllustration of an execution @PMST

Example 1 Consider the weighted graph in Fig. 5 (b). For simplicity, we refer to noggahtrough » as
a, b, ¢, d, e, shown in Fig. 6 (1). Suppose a is the root, whose weight table is creaedsc: 1). It
sends Announce to b and ¢, and Notify to b. In response, b creates its tafdle®isd : 2; e: 1), sends
Announce to ¢, d and e, and Report with bev@ to a. W' now contains nodes a, b (grey) and lifé b)
(dashed) as shown in (2). Although the Announce from a to b can be saved, we omit such optimization
for simplicity.

Based on the Report, node a revises its tabléito3; c¢: 1) and sends Expand to b. To expand, b
sends Notify to ¢, which in turn creates its table(@s 1; e: 1). W now contains a, b and c as in (3).

Node ¢ sends Announce to a, d and e, and Report to b withrbbwWhen node a receives Announce
fromc, itrevises its table t(h: 3). When breceives Report from ¢, itrevises its tabletd.; d: 2; e: 1),
and sends Report to a with bow?2. Upon receiving the Report, a revises its tablglo 2) as in (4).

Next, node a sends Expand to b, which in turn sends Notify to d. Node d creates its tébl@as
W now contains a, b, ¢ and d, shown in (5). Node d sends Announce to ¢ and e, and Report to b with
bow= 2. In response, c revises its table(®: 1), and b reports to a, shown in (6).

In the final round, Expand propagates from a to b and then to d, with d sending Notify to e. Node
e sends Announce to b and c. Since it has no OUT neighbors, e sends Report to d on its termination.
Its Announce to ¢ causes c to terminate and its Report to d causes d to halt. Before halting, both ¢ and
d send Report to b, together with the Announce from e, causing b to halt. The Report that b sends to a
before halting causes a to terminate. Now DPMST is completed, ighown by the dashed links in
Fig. 6 (7). Itis identical to Fig. 5 (c). The messages contain no agent identity or adjacency.

The weight table at each node plays a critical role. Using the table, the root decides the neighbor
to Notify or the tree-child folExpand Each non-root tree-parent instructedBgpanddoes the same.
Hence, correct weight table updating is critical. An updating may be triggered by adding a new MST
nodex. After a sequence dfxpandandNotify reaches, it reports its best outgoing weight based on
the outgoing links. The reports propagate alongElx@and/Notify path back to the root and each node
on the path updates its table. A table updating may also be trigger@aihguncesent fromx. Suppose
a neighboly of xis in the MST beforex. Then the table at maintainsw(x). Upon receivingAnnounce
from x, x is no longer outgoing frony andw(x) is deleted. The deletion may reduce the best outgoing
weight fromy or causey to terminate. In either case, the reports propagate along the tree-ancestor path
of y to the root.

If x hasr neighbors, up t@ sequences of reports, one along Evepand/Notify path fromx to the
root and each other along a tree-ancestor path fyamthe root, race to the root. If the root makes the
Expanddecision upon arrival of the first report, its table may not be updated correctly, yielding a wrong
decision. On the other hand, how mafwgnounceinduced reports will ever arrive is generally unknown
to the root. Hence, waiting dfreports for some finit& is not optional.

We develop a rule by which the root waits for a maximum amount of time to ensure all relevant
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reports have arrived. First, the root keeps track the maximum lendixpand/Notify pathes. When a
Notify message reaches a new MST nadé reports to the tree-parent with a parametat_hop= 1.
When theRe portis relayed towards the root, each MST node setishop= in_hop+ 1. When the root
receives theReport its in_hop parameter is the length of the MST path fromx. The root maintains
0 = max,(h), maximized over alh reported.d is the radius of the current MST centered at the root.

Next, we analyze the timing for thennouncenducedReport Suppose the root sends dtxpand
attp, x sends the firsAnnounceat t1, the root receives thBlotify-inducedReportatt,, a MST node
y receives arAnnounceat tz, and the root receives thennounceinducedReportatts. The following
equations hold where time is measured by the number of message transmissions. The transntission of
Expand Notify messages occurs during peribg ti]:

t1—to=h. (7

Assuming thatx sends allAnnouncemessages before iReport the transmission of — 1 Announce
messages arfuNotify-inducedRe portmessages occurs |i, to], wherer is the degree of:

to—ti=r—1+h. (8)

Period|ti,ts4] is bounded by the time to transnrit- 1 Announcemessages and Announcenduced
Reportmessages:
ta—t1 <r—1+96. (9)

From the above two equations, we derive
ty—t,<d—h. (20)

d — his the maximum time that the root waits after receiving Metify-inducedReportto ensure all
AnnouncenducedReport are arrived. Proposition 3 estimates the necessary wait time of the root by
refining the above analysis. It is used later in a complexity analysis.

Proposition 3 Let the MST root send an Expand requestpaid receive the Notify-induced Report
with parameter h. Led be the current radius parameter at the root and r be the degree of the new MST
node. Then, all Announce-induced Reports arrive no later thand+r — 1+ h+ 9.

6 DPMST Algorithm Suite
6.1 The Algorithm Suite

We specify theDPMST algorithm suite, as a set of event-driven procedures. Before responding to
messages, every node in the weighted grepis initialized so thastate= OUT, tree— parent= nil,
andnbstat€x) = OUT for each neighbox.

An arbitrary nodez acts as theoot that starts the process by executiBitart. It adds itself to the
empty MSTW, creates the weight table, and ruagpandto expand¥’. We assume that the root is
arbitrarily specified externally, as its choice does not affect correctness of the outcome. It corresponds
naturally with reality that hypertree construction is one of the first operations of a MAS.

Procedure 1 (Start)

1 state=IN; d=0;

2 create weight table with one row per neighbor;
3 for each row of table indexed by x(xy = w(z,X);
4 send Announce message to each neighbor;

5 run Expand;

Node v that runsExpandmay be the root to continuStart (as above) or to respond to a timer
expiration (see Proc. 6). ifis not the root, it must be i’ to respond tdExpandfrom its tree-parent.
Using the weight tabley selects a neighbar that leads to a best outgoing link. It adgd$o W' if yis
OUT. Otherwise, it askg to expand.

13



Procedure 2 (Expand)
select neighbor y= arg maxw(x) from weight table, breaking ties randomly;
if nbstatéy) = OUT,
send Notify message toy;
nbstatéy) = IN; record y as a tree-child;
else send Expand message to y; // y must be IN

O wWNPEF

When nodev receivesNotify from neighborp, it is added to¥’ and runs Proc. 3 in response. In
the process, it creates the weight table, announces the new status to neighbors, aRe penttis p by
Proc. 4.

Procedure 3 (Response to Notify)

1 state = IN; nbstate(p) = IN; tree-parent = p;

2 create weight table with one row per neighbor x, where nbgtate OUT;
3 for each row of table indexed by x{xy = w(Vv, X);

4 for each neighbor ¥ p, send Announce message toy;

5 run Inform(N, hop=1);

A nodev runsinformto sendReportto its tree-parent. The message has several argumiiAts.
indicates whether thReportis Notify-induced NA = N) or Announcenduced NA= A). Argument
hopis only used in whetNA = N. Argumentstatesignifies termination of the sub-MST rootedvatThe
best outgoing weightowfrom the weight table influences the next round of expansion.

Procedure 4 (Inform(NA, hop))

1 ifthere is no neighbor y with nbstatg = OUT and each tree-child ¢ has nbstéatg= DONE,
2 if v is not root, send message ReddA hop, state= DONE, bow= nil) to tree-parent;

3 state= DONE; halt;

4 else if v is not root,

5 compute maxbow maxw(x) from weight table;

6 send message Rep@WiA hop, state= nil, bow= maxbow to tree-parent;

When noder receivesAnnouncdrom neighborx, it performs the following. The root cannot receive
Announcdrom a tree-child, but can receive from a non-child tree-descendent.

Procedure 5 (Response to Announce)

1 nbstatéx) = IN;

2 if weight table has been created, delete its row indexed by x;
3 ifstate=IN, run Inform(A, hop=nil);

When notev receivesReportfrom a tree-childt, it performs Proc. 6. It updates the weight table and
sendsReportto the tree-parent. W is the root andReportis Notify-inducedy sets an expire time and
updates the radius. When the timer expires, it starts theEwegand

Procedure 6 (Response to Report(NA, hop, state, bow))

1 ifNA=N, hop++;

2 ifargument state- DONE,

nbstatéc) = DONE; delete the row indexed by c from weight table;

4 if there is no neighbor y with nbstatg) = OUT and each tree-child ¢ has nbstéatg= DONE,
5 if v is not root, send RepofNA hop, state= DONE, bow= nil) to tree-parent;

6 state= DONE; halt;
7
8

w

else if argument bow w(c) in weight table, wc) = bow;
if v is not root,
9 compute maxbow maxw(x) from weight table;
10 send RepofNA hop, state= nil, bow= maxbow to tree-parent;
11 else if NA=N, // v is root
12 settimertanax(d —hop,0); d = max(d, hop);
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The timer setting at line 12 is based on Eqgn. (10). From Procs. 4 and 6, when a node changes its state
to DONE, it is terminated. The behavior of the algorithm suite is illustrated in Example 1.

6.2 Soundness, Complexity, and Agent Privacy
The soundness @PMST is established in Proposition 4.

Proposition 4 Given a connected, weighted gragh DPMST computes a MS¥ of W specified dis-
tributively such that each node knows its tree-neighbors.

Proof: Announcamessages to neighbors and recursive reporting in Procs. 4 and 6 let each current MST
node know through which neighbor the best outgoing link in its sub-MST can be reached. Based on
Eqgn. (10), by communicatinl A andhop count and controlling wait time, potential incorrect expan-
sion decisions due to transient weight tables are avoided. ReclEgipandmessages combined with
Notify add the best outgoing link t&" in each round. Therefor&PMST extends Prim’s algorithm
distributively and computes a MST correctly.

When a noder is added td¥’, it knows its notifier as the tree-parent, and its notifier knaves a
tree-child. Hence, wheDPMST halts, each node knows its tree-neighbor®in O

We analyze communication cost and time complexity below. d.etenote thediameterof W, e
denote the number of links, amddenote the maximum degree of nodes. For communication cost, each
node is added td’ with at mostd Notify/Expandmessages: a subtotal©fd ) messages. Each link
of W passes twé\nnouncanessages, one for each end when addéd t@ subtotal 0fO(2e) messages.

After a node is added ¢, Report are propagated to the root from the node (Proc. 3) and its neighbors
(Proc. 5):0(r d) messages. This yields a subtotal®@fr d n) messages. Hence, the total number of
messages iO(r d n + 2e).

For time complexity, by Proposition 3, each round of expansion is boundedzat+r) time. A
total of O(n) rounds has the time complexi®((2d+r) n).

For agent privacy, consider the overall context of solving Problem 1. By using the boundary set
based problem reformulation, there is no loss on private variable. By using the MST based problem
reformulation, there is no loss on shared variable. DUBRMST, messages are exchanged between
neighbors only and contain no node identity or adjacency. Hence, there is no loss on agent identity. We
consider below whethddPMST may disclose some agent bordering relations.

Example 2 Apply DPMST to Fig. 7 (1), where a is the root and the MST currently contains{&nil)

only. Next, a asks b to expand and b notifies e. In response, e announces to a and d, and reports to
b. By relating the Expand to b, the Report with hef®?, and the Announce from e, node a infers the
adjacencyb, e).

@

Figure 7: Three weighted graphs

The inference can also occur at a MST node other than the root, as summarized by the rule below.

Rule to infer adjacency Let x be the tree-parent of. After x sends arExpandto y, if x receives
Announcdrom neighborz andReportfrom y with hop= 2, x can infer the adjacency betwegn
andz.

Such inference is possible only within the immediate neighborhood of a node. The example below
shows that reliable adjacency inference is generally impossible.
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Example 3 Apply DPMST to Figs. 7 (2) and (3), where a is the root and the MST currently contains
link (a,b) only. In both cases, the following sequence of events occur relative to a. Node a asks b to
expand and later b reports to a with hop 2, where d (in (2)) or ¢ (in (3)) is added to the MST. Node

a asks b to expand and as the result e is added to the MST. What a perceives is Announce from e and
Report from b with hop= 3. Subsequently, a asks b to expand and later b reports to a with-hpue

to addition of ¢ (in (2)) or d (in (3)) to the MST. Since the same sequence of events occur in both cases, a
cannot tell which weighted graph it is in. This inability primarily originates from non-existence of node
identity in DPMST messages.

In Section 9, we report the amount of privacy loss by DPMST due to the above rule.

7 Necessary and Sufficient Conditions for Hypertree Existence

7.1 Hypertree Existence

We have presented how to construct a hypertree from a given environment decomp@siissuming

that a hypertree exists. In general, a gi€@may not have a hypertree. For example, Fig. 2 (c) has no JT.
Hypertree existence is recognized centrally by COORD-Plus [Xia02], that incurs privacy loss on agent
identity, bordering relation, and shared variable. In this and next section, we address distributed, privacy
preserving recognition of hypertree existence.

Problem 2 (Privacy preserving recognition of hypertree existence)Given the environment decompo-
sition of a MAS, how can agents determine whether a hypertree exists, while keeping privacy loss as
small as possible as measured by Eqgns. (1) through (6)?

Similarly to Proposition 1 that shows that hypertrees can be built without reference to private vari-
ables, Proposition 5 says that hypertree existence can be determined without such reference.

Proposition 5 GivenQ and W of a MAS, if there exists no JT with boundaries in W as clusters, then
there exists no JT with subenvironment£ras clusters.

Based on Proposition 5, we reformulate Problem 2.

Problem Reformulation 3 (Boundary set based recognition of hypertree existencefiven the bound-
ary set of a MAS, how can agents determine whether a hypertree exists, while keeping privacy loss as
small as possible as measured by Egns. (1), (2), (5), and (6)?

Eqgns. (3) and (4) are left out from the reformulation, as zero loss on private variable is guaranteed.

7.2 Boundary Graph Based Condition

Proposition 5 establishes whether a hypertree exists soly depends on the boundary set. However, it gives
no guidance on how to recognize the existence. We identify a necessary and sufficient condition that
provides such guidance. It is described through an alternative representation of the boundarieet
undirected graph is thboundary graphof a MAS, if the set of nodes i8l = U{L’Ol\/\/. and each\ is
complete (elements pairwise connected). Fig. 8 (a) reproduces the boundary set in Fig. 1 (c) with the
boundary graph in Fig. 8 (b).

Lemma 1 establishes a condition under which a JT can be constructed from a boundary graph, where
each cluster is a boundary (although not every boundary is a cluster). A set of nodes in a grelpiuis a
if they are maximally pairwise connected. Two clusters@mparabldf one is a subset of the other.

Lemmal LetW be the boundary set of a MAS and BG be its boundary graph such that
1. BGischordal and
2. for each clique C in BG, there exists WW with CC W.
Let T be a JT whose clusters are cliques in BG. For every cluster Q in T, there exists a boundagy W
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Figure 8: (a) Communication graph. (b) Boundary graph. (c) JT from (b). (d) JT of (a).

Example 4 We illustrate Lemma 1 by Fig. 8. The boundary graph in (b) is chordal. It has two cliques
{u,w,y,z} and {v,w}. Each is contained in a boundary in (a), i.e.;\&hd W, respectively. Hence, both
subconditions of Lemma 1 hold. The JT T stated in the lemma is shown in (c).

Lemma 1 says that every cluster in T is a boundary. The inverse does not hold in general. That is,
not every boundary is a clusterin T, e.go.W

Using Lemma 1, Theorem 1 provides a necessary and sufficient condition for hypertree existence.

Theorem 1 Let W be a boundary set with the boundary graph BG. A JT exists iff the following holds.

1. BGischordal and

2. for each clique C of BG, there exists a boundagydW such that GCC W,.

Theorem 1 implies that, as far as hypertree existence is concerned, a boundary set falls into one of

three mutually exclusive and exhaustive types.
Type 1 Boundary graphs are chordal and their cliques are boundary contained.
Type 2 Boundary graphs are not chordal.
Type 3 Boundary graphs are chordal but their cliques are not boundary contained.
Example 5 Consider the boundary set in Fig. 8 (a) whose boundary graph is in (b). The boundary set

is Type 1. The JT from the boundary graph is in (c). The two clusters are associated with agants A
As. After adding a cluster for each of the three remaining agents, the boundary based JT is shown in (d).

Example 6 Fig. 9 (a) shows an environment decomposition with the boundary set in (b) and BG in (c).
Since BG is not chordal, the boundary set is Type 2. By Theorem 1, it has no JTs.

W,
Vo @buy> v, oCuy O W, y u
o e | w, Cwis| )T
Vs W h Y,
@ Va i o W ©

Figure 9: (a) Environment decompaosition graph. (b) Communication graph. (c) Boundary graph.

Example 7 For the boundary set in Fig. 10 (a), BG in (b) is chordal with two cliques. Since one of them
{h,v,w} is not contained in any boundary, the boundary set is Type 3. By Theorem 1, it has no JTs.

Typing the boundary set guides algorithm development below for recognition of JT existence.

7.3 Boundary Set Based Condition

We identify a second necessary and sufficient condition for hypertree existence, which directly leads
to distributed existence recognition. First, we define an operation to eliminate a boundary from the
boundary seW, relative to a bordering boundary. When a boundahye W is eliminated relative ta
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Figure 10: (a) Communication graph. (b) Boundary graph.

boundaryw; wherei # j andWiNW; # 0, it yields areduced boundary set W= (W\ {W, W }) U {W/},
where
Wj’ = U (WjNW).
keti k£ ]
That is, the se¥V’ resultant from eliminating\i relative toW; is obtained by deleting andWw; from
W, and replacing witth’. Wj’ is obtained by the union of borders 8§, except the border with. In
otherwordst’ is the boundaryV; without variables tha&\; uniquely shares witl.

Example 8 Consider the boundary set in Fig. 8 (a), W {Wo, ..., Ws}. After W is eliminated relative
to W4, thereduced boundary set W = {W;, W, W5, W}, where W = {w,y, z}..

Without confusion, we refer to each elementWif as anactive boundarywhether or not it is an
element ofW. The elimination operation is well defined on the reduced boundary set and hence can
be applied iteratively. In the case where only two identical active boundaries are left, i.e., boundary set
becomeqW, W} with W = W, we define the replacement = 0. That is W' = {0}.

Example 9 For the boundary set in Fig. 8 (a),
W= {Wo={u,y},Wr = {uwy,z}, Wo = {y, 2}, Wa = {v,w};,Ws = {V}},
eliminations can be performed iteratively as follows.

Eliminate{u,y} relative to{u,w,y,z} : W' = {{wy,z},{y,z},{v,w},{v}};

Eliminate{v} relative to{v,w} : W = {{w,y,z},{y,z}, {w}};
Eliminate{w} relativeto{wy,z}: W' ={{y,z},{y,z}};
Eliminate{y,z} relative to{y,z}: w' = {0}.

Each W eliminated relative to \Whas been chosen to satisfy WW. Its significance is seen below.
Each reduced set Y\(except the final singleton) is a well-defined boundary set in the sense that each
variable is shared by at least two boundaries in\Wake W = {{w,y, z},{y,z}, {w} } for example. Each
of w, y, and z is shared by two boundaries.

Next, we establish the second necessary and sufficient condition based on boundary elimination.

Theorem 2 A MAS with the boundary set W has a JT agent organization, iff W can be eliminated
iteratively into a singleton such that each \liminated relative to )/satisfies WC W;.

Theorem 2 suggests the following idea for a distributed algorithm to recognize hypertree existence.

7.4 Distributed Recognition of Hypertree Existence

ConditionW € W; in Theorem 2 is equivalent 8 = I;; and we refer to aborder equality Since it

is a local condition, a privacy preserving, distributed recognition can proceed as follows. Agents are
self-eliminated one by one as long as possiiecan be eliminated if border equality holds relative to a
remaining agerd;. After elimination,A; removes from its boundary variables shared uniquely With

If all agents are eliminated except one (whose active boundary becomes 0), then a hypertree exists.

18



A token is passed between bordering agents by depth-first-traversal (DFT). The first round of DFT
starts at an agent with tokeok®. If an agentd; holds the token and satisfies border equality relative to
another agend;, thenA; signifies to each bordering agent that it is eliminated and passes a new token
tok? to Aj. Aj then starts the second round of DFT with remaining agents uskfg If an agent starts a
new round and has no uneliminated bordering agent, it declares existence of a hypertree.

SupposeA; starts a new round with at least one uneliminated bordering agent. When the token
backtracks td\;, if A; still has uneliminated bordering agents, it declares non-existence of hypertrees.

By Theorem 1, hypertree existence can be analyzed according to mutually exclusive and exhaustive
types of boundary sets. We illustrate the above idea for Type 2 below. After specifying our algorithm in
Section 8.1, we illustrate for Type 1 and Type 3.

Example 10 Fig. 11 (a) shows the communication graph of the Type 2 boundary set from Example 6.
Suppose Astarts the first round with tok Since it satisfies border equality relative tg,4 announces

Ao @
h@ e

Figure 11: Hypertree existence recognition with a type 2 boundary set

A3

elimination and passes a new token fdk A;. A; reduces its boundary as in (b) and starts the second
round of DFT using tok Since A does not satisfy border equality relative to any of two bordering
agents, it passes téko one of them, say,»A A, does not satisfy border equality relative to any of two
bordering agents and passes tak Ay, that in turn passes to A

Az cannot self-eliminate, nor does it have any unvisited agent to pass token to. Therefore, it returns
tok? to As. A4 returns toK to Ao, that in turn returns to A. A; gets toR back, while having two
uneliminated bordering agents. It declares non-existence of hypertrees. Soundness of the claim can be
seen from both Theorem 2 (through non-eliminability) and Theorem 1 (through Type 2 boundary set).

8 HTBSAIlgorithm Suite

We now specify a distributed algorithm sul€rl BSfor recognition of hypertree existence.

8.1 The Algorithm Suite
Activity at an agent is driven by the following messages.

o A notificationEliminatedis sent by an agent that has been self-eliminated.
e ArequestStartNewDFTtok) calls the receiver to start a new round of DFT with tokek.
e ArequesDF T (tok) calls the receiver to continue the current round of DFT with totaa

e A Reportis sent by an agent in responsedb T (tok), signifying that either it has completed DFT
or it has been visited in the current round. In either case, the current round of DFT backtracks to
the caller.

We refer to an agent that runs a proceduredbgnd the sender of a messagedidy A.. Before re-
sponding to messages, every agent is initialized. Astagec {IN,OUT} (set toIN) indicates whether
A has been eliminated. A flagbstgAy) € {IN,OUT} (set toIN) indicates the state of a bordering
agentAy. A variablecurtok(set tonil) keeps a token value after it has visitdd andvisited(Ay) (set to
false indicates whether the token has visited a bordering agend; maintains its active boundak
asy,.
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At the start of a new round, a remaining agent receBemtNewDFT In the first round, deader
agent is arbitrarily selected and messaged externally. Its choice does not affect correctness of the out-
come. When messagetl, does the following.

Procedure 7 (Response to StartNewDFT (tok))
1 if A;is a bordering agent,

2 nbstgAc;) = OUT;

3 if there exists no Awith nbstgAj) = IN,

4 declare “a hypertree exists” and start halting;

5 else Y= 0; for each bordering A where nbsté,) = IN, Y = Y U l;
6 curtok=tok; parent= nil;

7 run DoDFT;

Proc.DoDFT is run from either Proc. 7 (line 7) or Proc. 9 (line 4). In both cagedas at least one
remaining bordering agent. When from Proc. 7 whigés external, all bordering agents Af arelIN. If
A is a bordering agenfy must have remaining bordering agents since other&jsgould have halted
in line 4. When from Proc. 9\ is a remaining bordering agent. Note when executing from Pro&; 7,
hasparent= nil, while when executing from Proc. parent= Ac.

During DoDFT, A; looks forAj with border equality. If foundA; sendsEliminatedto each remain-
ing bordering agent an8tartNewDFTto A;. OtherwiseA; looks for a remaining bordering ageAg
that differs fromAc. If found, A sendsDF T (tok) to Ax. If no suchAy exists, Ay sendsReportto Ac.

Procedure 8 (DoDFT)

1 ifthere exists Awith nbstgA;j) = IN and Y = I, // self-eliminate
state=OUT;
for each bordering A+ A; where nbsté4) = IN, send Eliminated to A
send StartNewDF{lcurtok+ 1) to A;;

else parent = #; // no IN agent satisfies;¥= I
for each bordering A# parent where nbst@y) = IN, set visitedAy) = false;
if there exists A+ parent where nbst@y) = IN and visitedAy) = false,

send message DRaurtok) to Ay;

else send Report to parent;

O©CoOoO~NO UL, WN

WhenA receivesEliminated it setsnbstgA:) = OUT. WhenA; receivesDF T (tok) from A, it
performs the following. Line 1 is run whe#; has been visited in the current round and Report
corresponds to backtracking. Otherwigecontinues with the current round.

Procedure 9 (Response to DFT(tok))

1 ifcurtok=tok, send Report toA// tok is not fresh
2 else curtok=tok; // tok is fresh to A

3 parent= A; visited(Ac) = true;

4 run DoDFT;

After A sendsDF T (tok) to Aj, it may receive &eportin reply. In responsed; looks for another
remaining bordering agemy other thanA; to continue the current round of DFT. K is not found
andA is the sender ofStartNewDFTfor the current round, it declares no hypertrees. Otherwise, it
backtracks td\. with a Report

Procedure 10 (Response to Report)

1 visitedAj) =true;

2 ifthere exists A+ parent such that nbst@y) = IN and visitedAy) = false,
3 send message DR@urtok) to Ay;

4 else // no unvisited bordering agent

5 if parent= nil, declare “no hypertrees” and start halting;

6 else send Report to parent;
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Figure 12: Execution o T BSwith a Type 1 boundary set

Example 11 Fig. 12 (a) shows the communication graph of the Type 1 boundary set from Example 5.
Suppose Ais the leader receiving StartNewDKiok!). Since it satisfies border equality relative tg,A
Ag sends Eliminated to Aand A, and sends StartNewDF(TokZ) (shown as SND) to A In response,
A; updates its active boundary as in (b). Sinceddes not satisfy border equality relative t@ And A,
it sends DF Ttok?) to one of them, say,»ABorder equality holds for A Hence, it sends Eliminated to
Ay, followed by StartNewDFTtok®).

In response, Aupdates its active boundary again as in (c). Now, it satisfies border equality relative
to Az. It sends Eliminated and StartN ewDI’ft'bk“) to Ag. In response, Aupdates its active boundary
as in (d). It sends Eliminated and StartNewDR®K®) to A4. A4 has no uneliminated bordering agent
and declares hypertree existence. Soundness of the claim can be seen from Theorem 2 (eliminability) or
Theorem 1 (Type 1).

During DFT, the active boundary of an agent may be reduced but the border between any pair of
agents never changes. Furthermore, sending Bdithinated and StartNewDFTto a same agent is
unnecessary. For simplicity of presentation, such optimization is omitted.

Example 12 Fig. 13 (a) shows the communication graph of the Type 3 boundary set from Example 7.
Suppose Ais the leader receiving StartN eWDFffbkl). It sends Eliminated to Aand A and sends
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Figure 13: Execution off T BSwith a Type 3 boundary set

StartNewDFTtok?) to A;. A; updates its boundary as in (b). Since does not satisfy border equality
relative to any bordering agent, it sends DIDk?) to one of them, say, AA, sends Eliminated to A
and A, and StartNewDF Ttok®) to A;.

After updating its boundary as in (c), ;Asends DF Ttok®) to, say, A. In response, Asends
DFT(tok3) to A4 that in turn sends to A Since token tokis not fresh to A, it sends Report to A
In response, Asends Report to Athat in turn sends to A A; has no unvisited bordering agent and
declares no hypertrees. Soundness of the claim can be seen from Theorem 2 (non-eliminability) or The-
orem 1 (Type 3).

In Procs. 7 and 10, how to perform halting is not elaborated. One method is for the declaring agent
to send each bordering agent the claim, and halt. Each receiving agent relays to each bordering agent
except its sender and halts.

8.2 Soundness, By-product, Complexity, and Agent Privacy

HTBSconcludes with the claim of either “a hypertree exists” or “no hypertrees”. Its soundness and
completeness follow directly from Theorem 2 as stated below.
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Corollary 1 A MAS with the boundary set W has a hypertree iff HT BS terminates with “a hypertree
exists”.

RetrospectivelyDPMST was developed first. As it assumes hypertree existai@eBSwas devel-
oped subsequently with the main focus on recognizing existence. Aff@Swas formulated as above,
we discovered to our surprise that it has a significant by-product as illustrated below.

Example 13 In Example 11, a total of four StartNewDFT messages are sent between agents (an addi-
tional one comes to the leader externally). These messages are labelled as SND in Fig. 12. Pathways of
these messages define a boundary based JT (see Fig. 8 (d)).

WhenA; sendsStartNewDFTto A (j # i), a sender-receiver relation forms. Example 13 suggests
that, ifHT BSconcludes with a positive claingtartNewDF Tsender-receiver relations define a boundary
based JT. The theorem below generalizes this observation.

Theorem 3 If a MAS with the boundary set W has a hypertree, then agent adjacency in a hypertree is
defined by StartNewDFT sender-receiver relations during HTBS.

Theorem 3 means that as long as agents keep traSkaotN ewDF Tsender-receiver relations, upon
claim of “a hypertree exists”, a hypertree is immediately specified without additional computation.

Next, we analyze complexity. Letbe the number of pairs of bordering agents. In each round of
traversalO(e) messages are passed. HTBS conclud&(im) rounds. Hence, the computation time up
to declaration iO(e ). The halting process tak€r ) messages, whereis the maximum number
of bordering agents per agent. Therefore, the overall time complex@(is+r) ).

Finally, we consider agent privaci T BSsolves the reformulated Problem 2 (as well as the reformu-
lated Problem 1). Hence, only loss on agent identity, bordering relation, and shared variable are possible.
Since messages contain no information on shared variable, there is no loss on shared variables. Since
messages are passed between bordering agents only and message argument is a token, there is no loss
on agent identity and bordering relation. Note that the inference on agent adjacency DBNAST is
not possible. The reliability of Rule to infer adjacency in Section 6.2 depends dmothgalue. Since
no similar path length information is relayed durikid’ BS the inference is impossible.

9 Experimental Evaluation

The experimental study achieves the following purposes. First, it provides empirical evidence about
soundness 0DPMSTandHTBS Second, it compares their effectiveness in privacy preservation with
alternative hypertree methods. Third, it compares computational costs with relevant methods. Fourth, it
evaluates the chance of hypertree existence for an arbitrary environment decomposition. Fifth, it suggests
promising direction on hypertree construction for environment decompositions without hypertrees.

9.1 Setup of Experiment on Soundness, Privacy Loss and Efficiency

A total of 405 environments are simulated using WebWeéaach of them is decomposed over between

96 and 112 agents (96 n < 112). This scale is sufficiently large so that a further scaling up differs
guantitatively rather than qualitatively. Among the 405 environments, 137 are Type 1, 135 are Type
2, and 133 are Type 3. Hence, possible types are covered exhaustively. Environments also differ in
densities of communication graphs. Each environment is at one of three possible levels of density,
sparse densey anddensestwhich corresponds to about 5, 16, and 27 borders per agent on average.
Each subenvironment has between 2 and 37 variables. Using the digital equipment diagnosis example
[Xia02] as the reference, where ratios of private versus shared variables are between 3.6:10 and 8.2:10,
we set the ratio for each subenvironment randomly between 3:10 and 10:10. Subenvironment sizes and
ratios of private versus shared variables are so chosen such that further scaling up differs quantitatively
rather than qualitatively. Table 1 summarizes the distribution of these environments and their indexing
(to be referenced below).

IwebWeavr is a Java-based toolkit for graphical models and is available at http://www.socs.uoguelph.ca/yxiang/.
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Table 1: Experimental environments

Env Type Type 1 Type 2 Type 3

Density | Sparse Denser Densest Sparse Denser  Densest Sparse Denser  Densest

No. Env 45 46 46 45 45 45 45 44 44
Index 1-45 46-91  92-137| 138-182 183-227 228-272 273-317 318-361 362-405

To evaluate the relative effectiveness of DPMST and HTBS, we selected alternative algorithms as
follows. Since DPMST and HTBS are intended for privacy preserving hypertree construction, the rel-
evant algorithms reviewed in Section 3.2 are the immediate candidates, including Action-GDL, DCTE,
and COORD-Plus. COORD-Plus uses one private variable per agent (Section 4.1). This can be im-
proved as justified by Propositions 1 and 5. We therefore replace COORD-Plus with a method COORD
that modifies COORD-Plus by not using the private variables.

Since DPMST is based on distributed MST construction, we considered alternative algorithms sur-
veyed in Section 5.1. They can be divided into three types, the GHS type including GHS and its im-
provements [Awe87, FM95, GKP98], the approximate type [KP08], and the parallel type [NCKB12].
As discussed in Section 5.1, approximate MST algorithms are not applicable to our problem and parallel
algorithms have much worse privacy loss than the GHS type. Hence, we eliminated these two types from
candidates for comparison. Within the GHS type, although more recent algorithms improve efficiency
relative to GHS, they suffer the same privacy loss as GHS due to the same technique used to handle
nondistinct link weights. As our primary focus is on privacy preservation rather than efficiency of dis-
tributed MST construction, we have chosen to use GHS as the representative for this type of algorithms.

In addition, a centralized algorithm, termed CENTRA, is used as the baseline for privacy loss. CEN-
TRA collects the subenvironment of every agent to a single agem; determines hypertree existence
and if so builds a hypertree (see Section 9.3 [Xia02]). It then informs each agent of its hypertree neigh-
bors. As shown in an earlier work [MP®6] and also verified by our experimental results below, de-
centralized approaches do not automatically outperform centralized approaches with respect to privacy
loss. Hence, the use of a centralized algorithm as the baseline is justified.

In summary, seven alternative algorithms are compared, Action-GDL, CENTRA, COORD, DCTE,
DPMST, GHS, and HTBS. Note that since CENTRA collects the subenvironment from every agent
to a single agen#;, the maximum privacy leak occurs #§ but none to other agents. To make the
result independent of the choice Af, we measure the system privacy loss using the expected value.
The expected normalized system privacy loss for CENTRE(NSPL) =1/n. Extending the analysis
in Section 3.2, COORD has the saBéNSPL)as CENTRA on agent identity and adjacency and on
identity of shared variable, but incurs no loss on domain of shared variable and on identity and domain
of private variable.

Action-GDL, DCTE, GHS, DPMST, and HTBS are implemented in Java using WebWeavr, running
in simulated MAS environments. Each message transmission takes 1 time unit. The computational cost
(runtime) is measured by the number of time units. For all methods, an arbitrary root agent is externally
specified, that starts the clock. Each other agent is initially inactive until a message is passed to it
according to the algorithm. For Action-GDL, this root starts depth-first search and becomes the root of
the pseudotree. For DCTE, this agent generally does not end up as the root of the spanning tree. For
GHS, this root is the first awakened fragment. For DPMST, this root is the MST root and for HTBS it is
the leader.

During execution of each algorithm, each agent keeps track what are learned from messages on
unknown agent identity and adjacency, and on unknown variable identity and domain. Each DPMST
agent also uses the rule in Section 6.2 to infer agent adjacency. After the algorithm halts, information is
collected from each agent to compile the normalized loss NSPL.

GHS and DPMAT are intended for hypertree construction assuming existence and were run on 137
Type 1 environments. Action-GDL, DCTE, and HTBS were run on all 405 environmdbis.SPL)
from CENTRA and COORD are derived and used for comparison with other methods.
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9.2 Results on Soundness and Privacy Loss

HTBS is the only distributed algorithm run for existence recognition. For all 268 environments of Type

2 and Type 3, HTBS correctly recognized non-existence of hypertrees. For the remaining 137 Type 1
environments, it constructed hypertrees. GHS and DPMST were run on 137 Type 1 environments and
constructed hypertrees in all. Action-GDL and DCTE constructed hypertrees in all 405 environments.

Hence, all alternative methods completed intended tasks correctly. Note that HTBS is strictly bounded
by the environment decomposition while Action-GDL and DCTE are not (variables can be added to the

subenvironment of an agent). Therefore, Action-GDL and DCTE constructed hypertrees for Type 2 and
Type 3 environments when HTBS declares non-existence.
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Figure 14: Normalized system privacy losses on agent identity and adjacency

Fig. 14 plots NSPL on agent identity (top) and adjacency (bottom), where the horizontal axis is
labeled by environment index. When different methods yield the same NSPL, their plots are combined.
For instance, all of Action-GDL, DPMST and HTBS incur no loss on agent identity. A single curve is
shown and labeled as Ac-DP-HT. Abbreviations (first two letters) in figure legends are listed below.

Ac:Action—GDL; CE:CENTRACO:COORD: DC:DCTE; DP:DPMST, GH:GHS HT :HTBS

GHS and DPMST were run for Type 1 environments and their curves extend up to index 137.

DCTE has the highest loss on both agent identity and adjacency, and the loss is consistently higher
than the baseline (CENTRA). The loss grows as the density level increases, but is insensitive to the
type of environment. GHS has the loss on agent identity (top) close to the baseline, but its loss on agent
adjacency (bottom) is consistently lower than the baseline. In both cases, the loss decreases as the density
level increases. Action-GDL, DPMST and HTBS incur no loss on agent identity, and Action-GDL and
HTBS incur no loss on agent adjacency.

Fig. 15 plots NSPL on private variable identity (top) and domain (bottom). Since losses on private
variable identity by Action-GDL, CENTRA, and DCTE are significantly different, their losses are plot-
ted in log10 (top). Losses by COORD, DPMST, GHS, and HTBS are zero and are not shown, since
lim)gsso 10g10(loss) = —co.

DCTE (top) has the maximum possible lo$¢3PL= 1) on private variable identity. This is due
to global variable propagation during JT construction. The original method [PGMO05] did not explicitly
differentiate identity from domain in variable propagation. Our implementation of DCTE propagates
variable IDs first and only propagate domains as needed. Since a private variable is contained in a single
agent, it is never added to another agent for running intersection. Our implementation therefore did not
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Loss on Identity of Private Variable in log10
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Figure 15: Normalized system privacy losses on identity and domain of private variable
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propagate its domain, resulting in zero loss. This experimental result suggests that their IDs need not be
propagated. Hence, DCTE can be improved to reduce loss on identity of private variable to none.

Losses by Action-GDL on both private variable identity and domain are consistently lower than the
baseline. COORD, GHS, DPMST, and HTBS incur no loss in either case.

Fig. 16 plots NSPL on the identity (top) and domain (bottom) of shared variable. Losses by Action-
GDL are identical on both and difference in the outlook is due to different scales at y-axis. Its losses are
generally lower than the baseline. DCTE’s loss on shared variable identity is consistently much higher
than CENTRA, but its loss on shared variable domain is much smaller than CENTRA. The striking
difference is due to global variable ID propagation, but domain propagation occurs at a much smaller
scale. DCTE's loss on variable identity decreases with the density level, but its loss on variable domain
does not vary with the density. On the other hand, the loss by Action-GDL grows with the density level.
No loss is incurred by GHS, DPMST and HTBS on both variable identity and domain.

Table 2 summarizes privacy loss by alternative methods. Losses by CENTRA and COORD are
expected values. Loss on agent adjacency by DPMST is produced soly due to the rule of inference.

Table 2: Summary of privacy loss by alternative algorithms

Agent Private Var | Shared Var
Id | Adj Id | Dom| Id | Dom

CENTRA | 1/n | 1/n | 1/n | L/n | 1/ | i/n
COORD |[1/n|1/n| 0 | 0 |1/n]| 1/n

Action-GDL 0 0 X X X X
DCTE X X X 0 X X
GHS X X 0 0 0 0
DPMST 0 X 0 0 0 0
HTBS 0 0 0 0 0 0

The significance of comparison between GHS and DPMST on agent adjacency loss is evaluated by
a Friedman test. Rank sums are 137 and 274 respectively and the critical valme=for01 is 27.23.
Hence, the null hypothesis is rejected at the- 0.01 level of significance. Neither method incurs loss
on private and shared variable. Since GHS incurs loss on agent identity but DPMST does not, and loss
by DPMST on agent adjacency is significantly less, DPMST has superior privacy than GHS.

Among the alternatives, HTBS is the only one that incurs no privacy loss. DPMST has the lowest
privacy loss among all alternatives, except HTBS.

9.3 Results on Runtime

Runtimes by Action-GDL, DCTE, GHS, DPMST, and HTBS are plotted in Fig. 17. DCTE has the
highest cost due mainly to spanning tree construction.d.bé the diameter of the dependency graph
andr be the maximum node degree. Starting at an arbitrary node, it takes A B) time to activate

the spanning tree root, and anotiid g) time for each node to agree on the root, which completes the
spanning tree construction. Beford@time, it's impossible to ensure that the spanning tree has been
distributively constructed. Hence, the cost of DCTE is lower-boundedigtine.

Action-GDL has about the same runtime as DPMST for the denser level, does better for the sparse,
and does worse for the densest. Although GHS is the fastest due to parallel processing, HTBS'’s cost is
only slightly higher than GHS but is consistently lower than all other alternatives.

The relative cost of DPMST and HTBS is somewhat surprising. From the comple®d +r)n)
for DPMST andO((e+r)n) for HTBS, DPMST is expected to be more efficient. To the contrary,
it takes on average three times longer than HTBS in Type 1 environments. This is attributed to the
following. For HT BS after an agent is self-eliminated, it no longer participates in further computation,
until propagation of the final claim. Hence, the active boundary set continues to shrink during the
process. FODPMST, after a node is added to the MST, it continues to participate and may relay many
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Figure 17: Runtime measured in time units

Expand Reportmessages, until no outgoing link is reachable from it. This contributes to a longer
runtime.

9.4 Likelihood of Hypertree Existence

This experiment evaluates the likelihood of hypertree existence with an arbitrary boundary set. It is
equivalent to evaluate the likelihood of a JT for an arbitrary cluster graph. To control the scale, we set
the generating set for clusters at size 10 and let each cluster be a proper subset. A cluster has at least 2
elements to allow intersections with different clusters over different elements. All clusters in a cluster
graph have the same size, which controls the average degree of interaction between clusters. For each
cluster graph of cluster siZe clusters are randomly selected fr@tiL0, k) distinct candidates. Fdr= 2

the number of candidates is 45, and for 5 the number is 252. For each cluster graph, we select 10
clusters. For each cluster sike- 2,3,4,5,6, 7, we generate 1000 cluster graphs.

Whether a cluster graph has a JT can be determined by converting it uniquely into an undirected
graph and test its chordality (see [Xia02] for details). This is due to the well-known fact that the cluster
graph has a JT if and only if the undirected graph is chordal. Each of the 6000 cluster graphs were tested
for JT existence. The percentage of cluster graphs with JTs for each group (1000 graphs of the same
cluster size) is shown in Fig. 18.
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Figure 18: Percentage of cluster graphs with JTs. The x-axis is labelled by clustkr size

Whenk = 2, 39% of the cluster graphs have JTs, but the rate drops to 9% k¢heéh This is because
many undirected graphs with= 2 have no loops and hence are chordal kAscreases to 3, more loops
without chords formed and resultant graphs are nonchordak dastinues to increase, more chords are
added to loops, rendering more chordal graphs. Whiecreases to 7, 99% of the cluster graphs have
JTs.

This result demonstrates that if the communication graph is dense (such as tHe-ea9e it is
highly likely that the boundary set has a hypertree. Otherwise, the boundary set is less likely to have a
hypertree. In that case, no matter how boundaries are arranged into a tree organization, it does not ensure
correct inference. Hypertree recognition is necessary to detect such situations.
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9.5 When Boundary Set Has No Hypertrees

Next, we consider the third issue raised in Section 1 on how to modify an environment decomposition
that has no hypertrees. From Theorem 1, a boundary set of Type 2 (Fig. 9) or Type 3 (Fig. 10) has no
hypertrees. We demonstrate that both can be modified to have a hypertree by incurring a limited privacy
loss on shared variable.

h Vv W3 h
(b) (C) W4 0 (b) \

Figure 19: (a) A boundary set. (b) The boundary graph of (a). (c) Another boundary set.
(d) The boundary graph of (c).

Fig. 19 (a) shows a boundary set modified from Fig. 9. Variabteiginally shared byA; andA; is
now also shared b, andA4 (shown by underline). The new boundary graph is in (b) where a (dashed)
link is added as the result. The graph is chordal with three cliques and each is boundary contained.
Hence, the modified boundary set has a hypertree.

Fig. 19 (c) shows a boundary set modified from Fig. 10. Vari&bdeiginally shared byA;, A, and
A4 is now also byAz. The boundary graph (d) is identical to Fig. 10 and is chordal. What differs is that
it is now boundary contained. Hence, the modified boundary set has a hypertree.

Our earlier results show that for the 268 Type 2 and Type 3 environments (indexed 138 to 405), HTBS
incurred no privacy loss while Action-GDL and DCTE incurred loss up to and higher than the baseline.
One may attribute the superior privacy of HTBS to the lesser task to recognize hypertree non-existence
and infer that the loss by Action-GDL and DCTE is necessary as they constructed hypertrees. Although
our demonstration above indicates that some privacy loss is unavoidable during construction, we claim
that up to the baseline (as Action-GDL) and higher than the baseline (as DCTE) loss is not necessary.
Our experimental results clearly support the claim. First, significant difference between losses by Action-
GDL and DCTE means that the higher than baseline loss can be avoided. Second, for the 137 Type 1
environments, HTBS performed the same task as Action-GDL and DCTE and their relative performance
on privacy loss is about the same as for Type 2 and Type 3. This suggests the following future research.
Extend HTBS to environment decompositions that have no hypertrees by modifying the decompositions
and constructing hypertrees. The direction is promising in resolving the third issue whiling incurring
much less privacy loss than Action-GDL and DCTE.

10 Conclusion

A competitive agent organization needs to support both sound inference and agent privacy. Hypertrees
have the former property and the potential to the latter. However, existing hypertree frameworks do not
deliver the potential for privacy and leak three types of private information that can be protected.

This paper presents six main contributions to address the limitation. First, we identified three types
of agent privacy that are compromised by existing hypertree techniques and defined a set of measure-
ments to quantify each type of privacy loss. Second, we proposed the boundary set based and MST based
problem reformulations that allow development of new hypertree algorithms that fundamentally protect
agent privacy on private and shared variables. Third, we proved a mutually exclusive and exhaustive
typing of boundary sets: a foundation for algorithmic study of hypertree existence. Fourth, we devel-
oped DPMST for hypertree construction, taking advantage of the MST based problem reformulation.
Although slower than GHS, DPMST has no loss on agent identity, incurs significantly lower loss on
agent adjacency, and remains efficient. It has the lowest privacy loss among alternatives, except HTBS.
Fifth, we developed HTBS for existence recognition and hypertree construction. It has no privacy loss,
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it is efficient, and its cost is lower than alternative methods except GHS. Sixth, we conducted extensive
experiments demonstrating the superiority of DPMST and HTBS in agent privacy.

As far as tasks of existence recognition and hypertree construction are concerned, HTBS dominates
DPMST. This is because (1) DPMST handles only one task while HTBS handles both, (2) HTBS has
no privacy loss while DPMST has non-zero loss on agent adjacency, and (3) HTBS runs faster. Still,
DPMST holds its value both algorithmically and practically. It is the first distributed MST algorithm
that protects node identities and has significantly less loss on node adjacency than GHS (and its im-
provements). It provides a methodology-wise significantly different alternative and opens the door for
further improvement of the methodology. Since DPMST assumes hypertree existence, actual existence
generally has to be established by other means. However, there are cases where the hypertree existence
is known and hence DPMST is applicable. For instance, when an existing MAS with a hypertree is ex-
panded such that each new agent borders exactly one existing agent, a hypertree exists for the expanded
environment.

Performance in constraint reasoning can be improved by selecting the pseudotree usep{ITB
DPMST and HTBS do not try to control topology of the hypertree produced. One reason is that the
number of alternative pseudotrees for a given dependency graph is large. Every node can be the root to
produce at least one distinct pseudotree. On the other hand, the number of alternative hypertrees for a
given environment decomposition is often small, unless many agent borders are identical. For instance,
the hypertree for Fig. 1 (a) is unique. Secondly, unlike a pseudotree where the root is fixed and inference
time is thus dependent on the pseudotree, a hypertree does not have a rigid root. That is, inference on
a hypertree can be started at any agent. Although the actual root influences the inference time, the root
choice needs not be made at the time of hypertree construction.

Privacy preserving hypertree construction involves three essential issues: existence recognition, con-
struction, and modification of environment decompositions that have no hypertrees. HTBS addresses the
first. Both DPMST and HTBS address the second. We have demonstrated that an environment decom-
position without hypertrees can be modified to have one. A promising direction for a general solution of
the third issue is suggested, which extends HTBS to reduce privacy loss potentially well below existing
methods such as Action-GDL and DCTE. DPMST and HTBS involve all agents in a MAS. For MASs
that dynamically expand and shrink, incremental recognition and construction may be obtained through
extensions.

In distributed constraint optimization, a metric that combines the value of a solution with the loss
of privacy has been proposed [SDMY08]. It allows an agent to quit problem solving when anticipated
privacy loss is higher than the value of a solution. This idea is useful when an agent must trade solution
value with privacy. Such tradeoff is not a concern when a solution (recognition of hypertree existence or
its construction when existing) can be found efficiently without any loss of privacy (as by HTBS) or with
very limited loss (as by DPMST). It may become relevant as we tackle the third issue outlined above in
future research.

Both DPMST and HTBS assume an externally specified root or leader agent. The soundness of both
algorithms are independent of the choice of this agent. It is sometimes desirable to elect the root/leader
agent while preserving the three types of privacy. We leave the feasibility analysis of such an election
and, if positive, its algorithmic development for future research.

Appendix: Proofs

Proof of Proposition 1

We show that running intersection holdsTih LetC’ andQ’ be non-adjacent clusters i such that
C'NnQ #0, andX’ be a cluster on the path betwe8handQ'. LetC, Q, X be clusters ifT corresponding
toC’, Q, X', respectively. We show th&@ N Q' is contained inX’, namelyC'NQ C X'.

SinceT is a JT,CN Qs contained inX, i.e.,CNQ C X. Because&C andQ are boundaries (made
of shared variables), it follow6’ NQ =CNQ. Thatis,C'NQ C X. SinceX is a boundary, we have
X" = XUY’, whereY’ is the set of private variables in subenvironmefit Hence,X C X’. From
C'Nn@Q C X andX C X/, it follows thatC'NQ C X'. O
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Proof of Proposition 3
By assumption, the transmission of each message takes at most one time unit. Combining Eqns. (7)
and (9) and substitutinig byt, the result follows. [

Proof of Proposition 5

Suppose that no JT exists with boundarie®¥Mras clusters, but a JT’ exists with subenvironments
in Q as clusters. Then for every pair of nonadjacent clustels such thaC' N Q' # 0, and a clusteX’
on the path betwee®' and@/, it holds thatC'N Q' C X'.

Let T be a cluster tree with boundaries\ivi as clusters such that it is isomorphicTé with each
boundary mapped to the corresponding subenvironmentCL & X be clusters ifl corresponding to
C/, @, X', respectively. Sinc€ andQ are boundarieGNQ=C'NQ C X' = XUY’, whereY’ is the set
of private variables in subenvironmeXt. FromCNQ C XUY’ andCNQNY’ =0, we obtairCNQ C X.
That is, running intersection holds ihandT is a JT: a contradiction to the assumption. [

Proof of Lemma 1

From subcondition 1, a JT exists and no two clusters ih are comparable. We prove the claim by
contradiction. Suppose there exists a clugeén T such that for every boundaf € W, Q # W,.

From subcondition 2, there exists a bound#fysuch thatQ C W. SinceQ # W, it follows that
Q C W,. BecausdGis the boundary graphy is complete inBG. Therefore, there exists a cliq@in
BG such that\, C C;. Since clusters of are cliques irBG, C; must be a cluster if. FromQ c W, and
W C Gi, we haveQ C C;. That is, T contains two comparable clusters: a contradiction. Hence, every
cluster inT is a boundary. O

Proof of Theorem 1

[Necessary Condition] Suppose aHTexists whose clusters are subenvironments. Extending Propo-
sition 1, if private variables are removed from each cluster, the resultant clustdr isestill a JT, whose
set of clusters i8V. SinceT is a JT, the boundary graG is chordal and subcondition 1 holds. Since
each clique oBGis a cluster inT and each cluster oF is a boundary, subcondition 2 follows.

[Sufficient Condition] Suppose both subconditions hold. We prove by construction. 8iBds
chordal, a JTT exists whose clusters are cliquesBib. By Lemma 1, every cluster ifi is a boundary.
Hence, for every cluste® in T such thaC =W for someW € W, we associat€ with agentA.

It is possible that not every agent has been associated with a clusteyeh In that case, consider
such an agemd whose boundary i8\. SinceW is complete inBG, there exists a clust€® in T such
thatW C C. Add a new clustekV to T, making it adjacent to clusteéZ only, and associate the new
cluster withA;. Repeat this for each remaining agent, until each agent is associated with a clister in

Next, for each agent, add its private variables to its associated clusterTine resultant isa JT
agent organization with each cluster being a subenvironment. [

Proof of Theorem 2

Based on Proposition 1, it suffices to prove the theorem relative to a boundary based JT.

[Necessary Condition] Suppose a boundary basedl &kists whose clusters are boundarie$\in
We show that boundaries W can be eliminated iteratively using as a reference structure.

SinceT is a tree, there exists a leaf clust LetW; be the adjacent cluster ¥¥. SinceT is a JT,
for everyW such that # W andW # W, we haveWi nWx € Wj. Hence W C W; andW can be
eliminated fromW relative tow; to obtainW; and the reduced boundary 8. Cluste'W can also be
removed fromT, with clusterW; replaced byNj’ and resultant cluster tree denoted By

Now the set of clusters of" is W'. SinceW; differs fromW; only in terms of variables that;
shares uniquely withM, T’ is still a JT. Hence, the above operation can be applied repeatedly, until two
boundaries are left. Since the redud&dis a well-defined boundary set, the two boundaries must be
identical and the last elimination results{f}.

[Sufficient Condition] Suppos@/ can be eliminated iteratively into a singleton. Denote the sequence
of reduced boundary sets as

w1 Wit w2 W

wheren is the number of agentéy” =W, W! = {0}, and superscript counts the number of boundaries.
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EachwW' (i > 1) is a well-defined boundary set. The elimination process can be viewed as follows. To
produceV* from W**1, eliminate aM € WXt relative to aw; € WXL, Remove fronW, variables that
it shares withM but not with any othew, € WXL, The result i8V*. We show below that boundaries in
eachwX, forx=2,..., 1, can be organized into a JT.

It is trivially true for x = 2, as can be seen from Example 9. We assume that it is true=fam, and
consider the case= n+ 1. Suppose wheW" is derived fromW"1, W € W1 is eliminated relative to
W; € W1 andw is reduced ta! € W". By inductive assumption, boundariesW' can be organized
into a JTT". If the clusteMV; in T" is replaced byVj, the resultant cluster tree is still a JT, sivg\ W[
is not shared by any other clusterT¥. Next, add clustew\ to T", and make it adjacent ;. Since
W CWj, the resultant cluster tree is still a JT, and its clusters are exactly the boundatigsinHence,
boundaries itW"+1 can be organized into a JT.

From the above induction, boundariesih=W" can be organized into a JT. O

Proof of Theorem 3

It suffices to show that the sender-receiver relations define a boundary baseddTAssume that
W has a boundary based JT. SinceT is a cluster tree, there exists a leaf clud¢re W in T, that
is adjacent to a single clust®¥; # W in T. BecauseTl satisfies running intersectiollyf "W C W
holds for every\ € W, wherek # i. It can be equivalently written aaf "W C W NW; = Ijj for every
W # W. It follows that

JWNW) C Tij.

keti
SinceW is the boundary o, Ukﬁ(W. NWk) =W and the above becom®g C |;;. Asl;j is the border
betweerd andAj, we havew D [j; which yieldsW = I;;.

Let Q be the set of leaf clusters ihandSbe the set of links between clusterslinLet T’ be another
boundary based JT &% with the correspondin@’ andS. In generalQ # Q. However, it is always
true thatS= S (see Proposition 8.3 in [Xia02]).

Let 71 be the set of all boundary based JT&6fS; be the set of links in any such JT, a] be the
union of leaf cluster sets over all such JTs (@eer JT). Then, afted T BSstarts from a leader agent,
the first agen#\ that rundDoDF T and passes the testin line 1 must have its boundary 2. Suppose
A sends the first inter-ageBtartNewDFTto Aj. Hence, the sender-receiver relati@h, A;) identifies
the link (W, W;) in S;.

WhenA; responds t&tartNewDFT W is eliminated andV; is updated (a¥j, Proc. 7, line 5). The
reduced boundary s&V’, withoutW andW, but withYj, is a well-defined boundary set. Henc&,
S, and 2, can be defined accordingly frolv’, where eacll € .% has one cluster less tha# and
S =S\ {(W, W)} (one link less).

Applying the argument forz; similarly to 25, anotherStartNewDFTwill be sent, resulting in73,
Ss, andZ;. Since|W| =n and|S;| = n —1, aftern — 1 StartNewDF Tmessages, the reduced boundary
set hagW'| = 1 and all links inS; are identified, which specifies one of the JTs/n [l
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